
Outline for Acceptable Use of SSD WAN 
 
Successful operation of the network requires that each account holder regard SSD WAN as a shared resource.  It is 
important that each member conduct themselves in a responsible, ethical, and polite manner while utilizing the 
network.  The following is a list of guidelines and behaviors that may lead to suspension and termination of access 
privileges.  In severe cases it is the intent of the Scranton School District to prosecute offenders to the fullest extent of the 
law.  The following list is not considered to be inclusive: 
 
 

• When interacting on the Internet, you are expected to behave as you would in any other environment where you 
represent your employer/school. 

• Students must never agree to “meet” with someone they met online without first discussing it with their 
parents/guardians.  If the parents agree to the meeting, students must ensure that the meeting is in a public place 
and that one of their parents accompanies them. 

• Using the District’s Computers for illegal, inappropriate, or obscene activities, or in support of such activities, is 
strictly prohibited. 

• Access shall be granted only to the authorized owner of the account.  Account owners are responsible for all 
activity within their account.  Do not use another individual’s access account or allow another individual to use 
your account. 

• Each account holder is obligated to notify system administrators of all potential and identifiable security 
problems.  Do not inform or demonstrate security problems to anyone other than a system administrator.  All 
users identified as a security risk or having a history of problems with other computer systems may be denied 
access to the system. 

• SSD WAN is a shared resource and must be used in moderation.  Please be aware that there are other users who 
will want to use this network.  You are expected to utilize your access time efficiently. 

• SSD WAN is intended for education and research.  It is not to be used for private business concerns.  The 
Scranton School District will not be responsible for any financial obligations arising from unauthorized use of the 
District network for the purchase of products or services. 

• Account holders are to remove old electronic mail messages in a timely fashion and are advised that system 
administrators may remove such messages if not attended to regularly by the account holder. 

• All account holders who access another network will be subject to the network’s acceptable use policy. 
• Any violation or attempts to violate the security of the Scranton School District’s network system will result in 

immediate termination of the account holder’s access privileges and legal prosecution to the fullest extent 
allowable by law. 

• Vandalism, defined as any malicious attempt to harm or destroy data of another account holder or any of the 
computers and networks connected to the Internet, inclusive of SSD WAN, will result in immediate termination 
of access privileges and prosecution to the fullest extent allowable by law.  Inclusive to this, but not limited to, are 
the uploading, deliberate downloading and creation of computer viruses. 

• The transmission or posting of threatening material or use of abusive, vulgar, profane, obscene, or other 
inappropriate language may result in suspension or termination of account holder’s access privileges. 

• The transmission of copyrighted material in violation of copyright laws may result in suspension or termination of 
account holder’s access privileges. 

• The transmission of personal addresses or telephone numbers of faculty, students, and staff is prohibited and may 
result in the suspension or termination of account holder’s privileges. 

• The participation in “CHAT” rooms without direct supervision from system administrators by students is 
prohibited and may result in the suspension or termination of account holder’s access privileges. 

• The transmission and or participation in any activity in violation of any Federal, State, or Local laws is strictly 
prohibited and may result in termination of account holder’s access privileges as well as district disciplinary 
action.  Violations will also be reported to the appropriate legal authorities. 

 
Applicants Initials  ______ 
Parent/Guardian Initials ______ 
 
 
 
 



INTERNET POLICIES 
Acceptable Use Policy for Network Services and Internet Access 

Information/Signature Page 
 
NETWORK user Initials   _________ 
 
Parent/Guardian Initials    _________ 
  
Network user Full Name (please print):  _______________________________________________________ 
Home address:____________________________________________________________________________ 
________________________________________________________________________________________ 
Home Phone (        ) _________ - ____________    Work Phone (        ) _________ - ____________     
I am a(n): 
_____ student and will graduate in:______________ 
_____ administrator, my title is:___________________________________________________ 
_____ teacher, my subject area is:__________________________________________________ 
           grade level:___________school:_____________________________________________ 
_____ support staff, my position is:_________________________________________________ 
_____ District Board member, term expires:__________________________________________ 
 
 
Applicant 
 
I ________________________________, agree to abide by the above TERMS and CONDITIONS as listed in Section A, 
Internet Policies of this agreement for System Network Services and INTERNET access.  Further, I understand that any 
violation of the Terms above is prohibited and may constitute a criminal offense.  Should I commit any violation, my 
access privileges may be revoked, and I may be subject to District disciplinary action and/or other legal action. 
 
Applicant’s Signature:________________________________________ Date:______/______/__________ 
 
Parent or Guardian (All student applicants require a parent/guardian signature indicating the understanding and agreement to the terms and conditions of this 
document.) 
 
As a parent or guardian of this student, I have read, understand and agree to the terms and conditions of this document.  I understand the Scranton School District to 
completely restrict access to all controversial materials acquired on the NETWORK.  Further, I accept full responsibility for supervision if and when my child’s use is 
not in a school setting.  I hereby give my permission to issue an account for my child and certify that the information contained on this form is accurate. 
 
Parent/Guardian Name (Print):___________________________________________________________________ 
 
Signature:____________________________________________ Date:_______/________/____________ 
 
------------------------------------------------------------------------------------------------------------------------------------------------------ 
 

Internal Use Only 
 

Approved:______________________________    Date:_______/_______/__________ 
 
Denied:_________________________________   Date:_______/_______/__________ 
 
 


